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Release Notes: Avast Business Cloud 
Management Console (November 20, 2019) 
Console version: 7.18 
Agent version: 4.16 

Windows Antivirus: 19.7 
Mac OS X Antivirus: 13.13 

Release Summary 
This release contains improvements and bug fixes to our Avast Business Cloud Management Console. 

Improvements  

1. [CBC-9112] We optimized column sizes on the Patch page so that the individual patch actions 
are now more visible on smaller monitors. 

2. [CBC-9125] We added multi-access support so that you can use one user account to access all 
your existing Business Console accounts or create new ones.  
 

1. Invite your main user account as a new admin from an existing console 
(User Menu – User Management – Invite Administrators) 

2. Create a new company with the same account (User Menu – Personal 
Profile – Create another company) 

 
Once completed you will find a new icon in the top right corner that allows you to 
switch between your consoles. 
 
Please bear in mind that it’s not possible to create a new company with same 
user account from the registration page. It’s only possible from the existing 
Business Console account. 

3. [CBC-9348] If a device doesn’t have a Patch Management license, the device status is no 
longer affected by this service.  
 
An automatic uninstallation process and new status calculation may take several 
hours or up to days, depending on the availability of your devices.  

4. [CBC-9193] We added a device list export functionality to the Devices page so that you can 
export device data out of the Business Console.  
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Bugs 

5. [CBC-9602] Fixed an issue where the Patch Management widget was automatically enabled 
while a user disabled it from the dashboard. 

 

Known issues 

[CBC-
7826][CBC-
7696] 

Password protection controls not applying correctly 

[CBC-9037] Session expired errors continually appearing in the console  

[CBC-8702] Some devices in Vulnerable state in the console when those devices are up to 
date with no patches 

[CBC-8636] Internal Server error when opening custom policies 
   


